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COURSE  OUTCOMES : 

 
Students will be able to 

CO1 Apply the basic, modern mathematical concepts and pseudorandom number generators required 
for encryption and decryption of data. 

PO1 

CO2 Analyse basic cryptographic algorithms to encrypt and decrypt the data PO2 

CO3 
Design algorithms related to the concepts of authentication and protection of internet data. 

PO3 

CO4 Demonstrate the enriched knowledge of cryptographic concepts and web security in a team or 
individual 

PO5,9,10,12 

 

 CONTENT: 

 

Sl.no. Name of topic 

 

Page no 

1 Basic concepts of number theory and finite 
fields 

1 

2 Classical encryption techniques: 20 

3 Symmetric ciphers 42 

 4 Principles of public-key cryptosystems: 53 
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